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Dear Chris,

Please share following with Chairman and Members of SEAB:

CYBER WARFARE, KINNETIC ATTACKS AGAINST ENERGY
INFRASTRUCTURE 

Secretary Granholm should know that 60 years ago USA successfully attacked an adversary.
 [See CIA Farewell Dossier -
https://en.wikipedia.org/wiki/Farewell_Dossier
https://www.cia.gov/static/887689795bd91ed08ca926a2f6278ee4/The-Farewell-Dossier.pdf ]

— Does USA retain capacity to attack?  What factors might inhibit doing so?

Secretary Granholm should know whether USA could prevent such kinnetic attack by an
adversary.
If so, what factors might inhibit doing so?  E.g., strategic, budgetary, lack of competent
personnel, or weak decision-making responsibility factors.

INTELLIGENCE

Secretary Granholm should know to what extent USA intelligence as to adversary threats to
energy infrastructure is crippled by unwillingness (or incompetence) to take advantage of
patriotic Americans who came here from other countries whose culture they understand (or
whose parents did so).  
— Does USA intelligence reject Americans because of foreign accents?

NUCLEAR POWER PLANT ISSUES

Who on Secretary Granholm’s team is competent and available to examine specifics of
vulnerabilities and risks involving nuclear power insfrastructure (to which I have alluded in
public witness testimony to the SEAB)?

GREENHOUSE GASES (GHG)

To what extent do methane leaks from Russia’s natural gas industry offset USA programs to
reduce GHG emissions?
— Who on Secretary Granholm’s team knows the answer?  
— Who on her team gives her options for strategic response(s)?

Faithfully, David

David Jonas Bardin
djonasbardin@gmail.com
davidbardin@aol.com
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